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Meltdown:

Meltdown breaks the most fundamental isolation between user applications and the operating system. This attack allows a program to access the memory and thus also the secrets of other programs and the operating system.

Spectre:

Spectre breaks the isolation between different applications. It allows an attacker to trick error-free programs, which follow best practices into leaking their secrets. In fact, the safety checks of said best practices actually increase the attack and may make application more susceptible to Spectre.